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	Reason for change:
	PCF will update the session binding information in BSF, but now in TS23.502/TS23.503, the BSF will not update the session binding information update in AF.

In SA2#148 emeeting, one comment is that :”whether SMF will report the MAC @ added to the PDU Session and the PCF will store it in the BSF as associated to this UE MAC address.” After check the R15 disucssion, we find some papers to verify our proposal. 
1) One discussion paper S2-182145 which said: 
“For Ethernet PDU Session, the UE may operate in bridge mode with regard to a LAN it is connecting to the 5GS, thus different MAC addresses may be used as source address of different frames sent UL over a single PDU Session (and destination MAC address of different frames sent DL over the same PDU Session). Hence, the PCF needs to know the UE MAC address change (allocated or released for the UE) to bind the different MAC address to the same PDU Session.” 
2) one pCR S2-182889(Agreed) corresponding with the above discussion paper and also in TS 23.503 6.1.3.5:
“The UE MAC address change trigger shall trigger a SMF interaction with the PCF if a new UE MAC address is detected or a used UE MAC address is inactive for a specific period during the lifetime of the Ethernet type PDU Session. The SMF reports that the UE MAC address change trigger was met and the new or released UE MAC address.”
3) one pCR S2-183021(Agreed) and also in TS 23.503 6.1.1.2.2:
“For a PDU Session, the PCF ensures that it is updated each time an IP address is allocated or de-allocated to the PDU Session or, for Ethernet PDU Sessions supporting binding of AF request based on MAC address, each time it has been detected that a MAC address is used or no more used by the UE in the PDU Session.”

All the above documents and specification can verify that, for ethernet PDU session, when a UE operate in bridge mode, different MAC addresses may associated with one ethernet PDU session, and SMF will report to PCF and PCF will update BSF.

Case 1: AF may request the BSF about the PCF and related session binding information, and then AF does not communicate with the PCF immediately. So it is needed that when the PDU session related session binding information update in BSF (e.g. new UE mac address added in this PDU session), the BSF should notify this update to AF for the PDU session(which is identified by UE MAC address).
Case 2: there are multiple devices behind the UE, and the devices may move between UEs, so the PCF may change for the specific device address,and such update should be notified to AF through BSF.
Case3: There is no need for AF finding every BSF for MAC address session binding, if the BSF can notify the session binding information update for the new MAC addresses.

In TS 23.502 clause 5.2.13.2.5, the PCF can invoke Nbsf_Management_Update service operation to replace the UE address(es). Therefore the UE address(es) replacement can be subscribed by AF/NEF.


	
	

	Summary of change:
	Adding BSF notify AF/NEF with replacement of UE address(es) for a PDU session

	
	

	Consequences if not approved:
	AF have to visit every BSF to find proper PCF to handle a MAC PDU session.
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<<< Start of changes >>>
[bookmark: _Toc20149762][bookmark: _Toc27846554][bookmark: _Toc36187679][bookmark: _Toc45183583][bookmark: _Toc47342425][bookmark: _Toc51769125][bookmark: _Toc59095475][bookmark: _Toc20149834][bookmark: _Toc27846628][bookmark: _Toc36187756][bookmark: _Toc45183660][bookmark: _Toc47342502][bookmark: _Toc51769202][bookmark: _Toc59095553][bookmark: _Toc11137165][bookmark: _Toc5026447][bookmark: _Toc83793857][bookmark: _Toc91153572][bookmark: _Toc91154460][bookmark: _Toc106193433]4.3.6.4	Transferring an AF request targeting an individual UE address to the relevant PCF




Figure 4.3.6.4-1: Handling an AF request targeting an individual UE address to the relevant PCF
Depending on the AF deployment (see clause 6.2.10 of TS 23.501 [2]), the AF may send the AF request to PCF directly, in which case step 1 is skipped, or via the NEF.
1.	[Conditional] If the AF sends the AF request via NEF, the AF sends Nnef_TrafficInfluenceCreate/Update/Delete Request targeting an individual UE address to the NEF. This request corresponds to an AF request to influence traffic routing that targets an individual UE address.
	When NEF receives an AF request from AF, the NEF ensures the necessary authorization control and, as described in clause 4.3.6.1, mapping from the information provided by the AF into information needed by the 5GC. The NEF responds to the AF.
2.	[Conditional] AF/NEF consumes Nbsf_Management_Discovery service operation (providing at least the UE address) to find out the address of the relevant PCF if the PCF address is not available on the NEF based on local configuration, otherwise step 1 is skipped.
NOTE 1:	The AF/NEF finds the BSF based on local configuration or using the NRF.
3.	BSF provides the PCF address in the Nbsf_Management_Discovery response to AF/NEF.
4. 	 [Conditional] AF/NEF consumes Nbsf_Management_Subscribe service operation to subscribe the replacement for the list of UE address(es) for a PDU Session.
45.	If step 1 was performed, NEF invokes the Npcf_PolicyAuthorization service to the PCF to transfer the AF request. If an AF sends the AF request directly to the PCF, AF invokes Npcf_PolicyAuthorization service and the PCF responds to the AF. To support the AF instance change, the Npcf_PolicyAuthorization_Create (initiated by target AF) or Npcf_PolicyAuthorization_Update (initiated by source AF or target AF) service operation may be used.
NOTE 2:	If the source AF transfers the application context to the target AF, then target AF may create new subscription via Npcf_PolicyAuthorization_Create or update existing subscription via Npcf_PolicyAuthorization_Update. However, whether and how the application context transfer is done is out of this specification.
56.	The PCF authorizes the AF request. If the PCF determines that the requirements can't be authorized, it rejects the AF request. Once the PCF authorizes the AF request, the PCF updates the SMF with corresponding new PCC rule(s) with PCF initiated SM Policy Association Modification procedure as described in clause 4.16.5.2.
	The PCF may, optionally, use service experience analytics per UP path, as defined in clause 6.4.3 of TS 23.288 [50], to provide a an updated list of DNAI(s) to the SMF.
	If Npcf_PolicyAuthorization_Update service operation is invoked, the PCF is required to update the subscription resource. The Npcf_PolicyAuthorization_Update service operation may include an updated notification target address. The updated subscription resource is used by the target AF.
	When a PCC rule is received from the PCF, the SMF may take appropriate actions, when applicable, to reconfigure the User plane of the PDU Session. The SMF may consider service experience analytics and/or DN Performance analytics per UP path (i.e. including UPF and/or DNAI and/or AS instance) as defined in clauses 6.4.3 and 6.14.3, respectively, of TS 23.288 [50] before taking such actions. Examples of actions are:
-	Determining a target DNAI and adding, replacing or removing UPF(s) in the data path, e.g. to act as UL CL, Branching Point, and/or PDU Session Anchor e.g. as described in clause 4.3.5.
-	Allocate a new Prefix to the UE (when IPv6 multi-Homing applies).
-	Updating the UPF regarding the target DNAI with new traffic steering rules.
-	Subscribe to notifications from the AMF for an Area of Interest via Namf_EventExposure_Subscribe service operation.
-	Determining whether to relocate PSA UPF considering the user plane latency requirements provided by the AF (see clause 6.3.6 of TS 23.548 [74]).
7.	If step 4 was performed, when the PCF replace UE address(es) for the PDU session, the BSF should notify AF or NEF with replaced UE address(es) and the associated PCF ID/address. AF/NEF can use the information of notification to find out the PCF without invoking Nbsf_Management_Discovery.

<<< Second of changes >>>
[bookmark: _Toc106194334]5.2.13.2.6	Nbsf_Management_Subscribe service operation
Service Operation name: Nbsf_Management_Subscribe
Description: NEF, AF, TSCTSF or PCF for a UE can subscribe to be notified of newly registered or deregistered PCF for a PDU Session. In addition, NEF or AF can subscribe to be notified of newly registered or deregistered PCF for a UE. NEF or AF can subscribe to be notified of replacement for the list of UE address(es) for a PDU Session.
NOTE 1:	If BSF has already the requested information at the time of the subscription, it will accept the subscription request and will immediately provide the results in the Outputs parameters.
Inputs, Required: SUPI, DNN(s) [Required, if PCF subscription is for a PDU Session], S-NSSAI(s) [Required, if PCF subscription is for a PDU Session], UE address(es) ,callback URI.
Inputs, Optional: GPSI, indication of registration/deregistration / replacement for the list of UE address(es) per (DNN, S-NSSAI).
Indication of registration/deregistration per (DNN, S-NSSAI) indicates to the BSF to report when the first SM policy association is established and when the last SM policy association is terminated to the same (DNN, S-NSSAI) combination.
Indication of replacement for the list of UE address(es) per (DNN, S-NSSAI) indicates to the BSF to report when PCF replaces the list of UE address(es) to the same UE address.
NOTE 2:	It is up to stage3 to ensure an unambiguous error proof way for the BSF to differentiate between PCF for a PDU Session and PCF for a UE. This may or may not require providing the BSF additional input parameter(s).
Outputs, Required: When the subscription is accepted: Subscription Correlation ID.
Outputs, Conditional: One or more instance per (DNN, S-NSSAI) of (UE address(es) [If available], PCF address(es) [If available], PCF instance ID [If available], PCF Set ID [If available], level of Binding [If available] (see clause 6.3.1.0 of TS 23.501 [2])) or notification of registration/deregistration per (DNN, S-NSSAI).
NOTE 3:	The parameter UE address(es) is not applicable in the case of PCF for a UE.
<<< Third of changes >>>
[bookmark: _GoBack][bookmark: _Toc91154462][bookmark: _Toc83793859][bookmark: _Toc106194336]5.2.13.2.8	Nbsf_Management_Notify service operation
Service Operation name: Nbsf_Management_Notify
Description: BSF can notify NEF, AF, TSCTSF or PCF for a UE of newly registered PCF for a PDU Session or of deregistered PCF for a PDU Session. BSF can notify NEF or AF replacement of UE address(es) by PCF for a PDU session.
Inputs, Required: Notification Correlation Information, One or more instance per (DNN, S-NSSAI) of (UE address(es) [Required, if PCF notification is for a PDU Session], PCF address(es), PCF instance ID [Conditional, if available] and PCF Set ID [Conditional, if available]), level of Binding [Conditional, if available] (see clause 6.3.1.0 of TS 23.501 [2]) or notification of registration/deregistration per (DNN, S-NSSAI).
Inputs, Optional: None.
Outputs, Required: None.
Outputs, Optional: None.

<<<End of changes >>>
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